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A B S T R A C T A R T I C L E   I N F O 
In the context of the new round of manufacturing innovation, the sharing econ-
omy drives the transformation of manufacturing industry to accelerate the in-
tegration and development. However, there are some problems in the process 
of manufacturing capacity sharing, such as information privacy and security, 
and difficulty in tracing the sharing process, etc. The application of blockchain 
technology can effectively solve these problems. To explore the capacity shar-
ing behaviour of manufacturing enterprises from the perspective of blockchain, 
the article combines evolutionary game theory and constructs a tripartite game 
model of manufacturing capacity sharing. The replication dynamics and evolu-
tionary stability of the model are analysed using evolutionary game theory, and 
numerical simulations are carried out using MATLAB software to analyse the 
impact of parameter changes on the evolutionary outcome. The research re-
sults show that the incentive and penalty coefficients under blockchain tech-
nology have a facilitating effect on enterprises to carry out sharing, and the en-
hancement of reputation gain coefficient and loss can promote positive ser-
vices on the platform.  
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1. Introduction
With the development of the Internet of Things, big data, artificial intelligence and a new round of 
manufacturing reform, the sharing economy has driven the transformation of the manufacturing 
industry to accelerate its development and provided a transformation direction for the manufac-
turing industry [1-5]. Manufacturing capacity sharing is an important element in deepening the 
integration and development of manufacturing and the Internet, with broad development pro-
spects, and it is particularly important to realize the sustainable development of manufacturing 
capacity sharing. 

The imbalance between supply and demand in manufacturing capacity is a common problem 
in the market, and capacity sharing can alleviate the mismatch between supply and demand [6]. 
Capacity sharing can only be achieved by "the platform, the companies that demand manufactur-
ing capacity and the companies that own the manufacturing capacity". The strategic choices of 
platforms and enterprises play an important role in the capacity utilisation of the manufacturing 
industry and the development of the economy [7, 8]. However, in the process of manufacturing 
capacity sharing operation, there will be some problems, such as information privacy and security, 
the sharing process is difficult to trace and transaction supervision difficulties. Blockchain is the 
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underlying technology for many digital cryptocurrencies, and its features such as decentralisation, 
open ledger, hashing algorithm, and asymmetric encryption [9, 10] can avoid the risk of infor-
mation leakage during transactions and make them more secure. These features of blockchain 
coincide with the demand problems that exist in manufacturing capacity sharing, which can im-
prove the efficiency of the platform and effectively solve the problems that exist in the sharing 
platform [11, 12]. 

In previous research, some scholars have applied games to production control on the shop 
floor to effectively deal with production control problems involving multiple production lines or 
production goals [13]. Xiao M and Tian Z Y proposed a framework for cloud manufacturing capac-
ity sharing based on a cooperative game algorithm and using MATLAB to analyse the evolutionary 
outcome [14]. Some scholars have applied blockchain technology to agricultural supply chains, 
supply chain management, and the financial industry [15-18], but in the manufacturing industry 
it is mostly applied to manufacturing supply chains, industry 4.0 sustainability, and SCQM [19-21], 
and few scholars have applied blockchain technology to manufacturing capacity sharing. 

Accordingly, the article will combine the characteristics of blockchain to construct a block-
chain-based manufacturing capacity sharing model and use evolutionary games to study the ca-
pacity sharing behaviour of the manufacturing industry in the blockchain environment. 

2. Blockchain-based tripartite evolutionary game analysis of manufacturing 
capacity sharing 
2.1 Main principles of blockchain technology 

(1) Distributed ledger technology. A data storage technology is a decentralised distributed data-
based. The data in distributed ledger technology is shared, replicated, and synchronized among 
the nodes, and it records the transactions between the nodes without the involvement of third 
parties. Each piece of data in a distributed ledger is signed with a complete and unique timestamp 
and digital cryptography and cannot be tampered with. 
(2) Asymmetric encryption. Asymmetric encryption refers to the encryption of data using differ-
ent ciphers, i.e. a public key and a private key. Blockchain uses asymmetric encryption algorithms 
to improve the reliability of data. The public key is a cipher that everyone knows and can be used 
to encrypt data information, while the private key is a cipher used to decrypt data information 
and only the recipient of the data information has the private key. 
(3) Smart contracts. A smart contract is essentially a program whose content is infinitely scalable 
and is fully distributed. If both or more parties to the contract meet the triggering conditions, the 
contract will be automatically triggered and irrevocable, and the execution of the contract will be 
published to the whole network, with all information immutable, i.e. the transaction is traceable, 
transparent and irreversible. 

2.2 Problem analysis 

As shown in the left diagram of Fig. 1., without blockchain technology, enterprises need to publish 
their information to the platform, and then the platform will match the enterprises for transac-
tions, and the symmetry and openness of information between the two enterprises in the trans-
action matching process are relatively low, and there is a risk of information privacy being leaked. 
In the right figure, when blockchain technology is introduced, the decentralized feature of block-
chain can reduce the role of platform domination, and the information symmetry and openness 
between the two sides of enterprises in the transaction matching process is higher, which avoids 
privacy leakage and improves sharing efficiency [22, 23]. 
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Fig. 1 Before and after introducing blockchain technology  

2.3 Coupling analysis of blockchain manufacturing capacity sharing 

Coupling analysis refers to the process of considering the interaction or cross-influence of multi-
ple disciplines in a finite analysis. The article constructs a blockchain-based manufacturing capac-
ity sharing model as a fusion innovation for the development of traditional manufacturing capac-
ity sharing platform model, and conducts a coupling analysis between blockchain and manufac-
turing capacity sharing from three aspects: resource utilization, data trust, and benefit optimiza-
tion, as shown in Fig. 2. 

Manufacturing 
Capacity SharingBlockchain

Coupling Analysis

Resource 
Utilisation Data Trust Optimal benefit

 
Fig. 2 Analysis of the coupling of blockchain and manufacturing capacity sharing 

(1) The coupling of blockchain and manufacturing capacity sharing resource utilization. The ca-
pacity provider uploads the redundant capacity information to the platform, and the capacity de-
mander can seek the capacity they need from the platform to maximize resource utilization. The 
platform data under blockchain technology are all public, and all nodes can query information 
through the public interface. 
(2) The coupling of blockchain and manufacturing capacity sharing data trust. Blockchain tech-
nology uses consensus-based specifications and protocols (e.g., open and transparent algorithms) 
to allow all nodes of the system to exchange data freely and securely in a trusted environment, 
shifting from trust in the "enterprise" to trust in the "technology". 
(3) Optimization of the coupling benefits of blockchain and manufacturing capacity sharing. The 
purpose of manufacturing capacity sharing is to maximize the utilization of equipment, machines, 
etc. by integrating and allocating unused capacity. The demanders of capacity can use the capacity, 
while the providers of capacity can gain revenue and the platform can gain reputation through 
good service to achieve the best overall benefits for all three parties. One of the features of block-
chain is decentralization, where each node is independent and nodes interact with each other 
without paying additional fees, thus increasing the overall benefits. 

2.4 Model assumptions and construction 

The article uses evolutionary game theory to investigate the capacity sharing behaviour of manu-
facturing firms from a blockchain perspective, with each assumption as follows. 
Assumption 1. In the game of manufacturing capacity sharing behaviour, there are three nodes of 
interest, ownership of the capacity, demand for the capacity and the platform of the participant. 
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Assumption 2. All three nodes have two possible strategies, and will continuously adjust their 
strategies according to the gains and losses they obtain. Node a has a strategy space of a = (a1, a2) 
= (shared, unshared) and chooses a1 with probability 𝑥𝑥 and a2 with probability (1 − 𝑥𝑥). Node b 
has a strategy space of b = (b1, b2) = (shared, unshared) and chooses b1 with probability 𝑦𝑦 and b2 
with probability (1 − 𝑦𝑦). Platform o has a strategy space of o = (o1, o2) = (active service , negative 
service), with probability 𝑧𝑧 of choosing o1 and probability (1 − 𝑧𝑧) of choosing o2 where, 0 ≤ 𝑥𝑥, 𝑦𝑦, 𝑧𝑧 
≤ 1. 
Assumption 3. When only one party shares, the sharing party pays the corresponding cost 𝐶𝐶𝑗𝑗, but 
the digitization level of its enterprise is also improved; the digitization level coefficient 𝑑𝑑, which 
brings the benefit 𝑒𝑒𝑗𝑗, then the digitization benefit obtained by the enterprise is 𝑑𝑑𝑒𝑒𝑗𝑗 [24]. The man-
ufacturing alliance nodes under blockchain technology have an incentive coefficient 𝑚𝑚 for the 
sharing party and a penalty coefficient 𝑛𝑛 for the non-sharing party. 
Assumption 4. When both nodes share, they receive additional synergy gains under blockchain 
technology with a synergy gain coefficient θ; the number of shared enterprises is 𝑄𝑄𝑗𝑗, and quanti-
fying the capacity sharing level of enterprises [25], the sharing level is 𝐺𝐺𝑗𝑗. When both nodes do not 
share, the base gain of enterprises is 𝑅𝑅𝑗𝑗. 
Assumption 5. The horizontal revenue coefficient of the platform under blockchain technology is 
𝑅𝑅ℎh when the platform is actively serving, and 𝑅𝑅𝑙𝑙 when it is negatively serving, and 𝑅𝑅ℎ > 𝑅𝑅𝑙𝑙. The 
fixed cost of the platform is 𝐶𝐶ℎ when it is actively serving, and 𝐶𝐶𝑙𝑙 when it is negatively serving, and 
𝐶𝐶ℎ > 𝐶𝐶𝑙𝑙. The platform will bring good reputation revenue for itself when it is actively serving, and 
the revenue coefficient The probability of matching AB when the firm shares both AB when serv-
ing positively is 𝐾𝐾ℎh, the probability of matching AB when serving negatively is 𝐾𝐾𝑙𝑙, and 𝐾𝐾ℎ > 𝐾𝐾𝑙𝑙. 
Constructing a revenue matrix is in Table 1: 
 

Table 1 Game payoff matrix 

 
Node a shares 𝑥𝑥 Node a does not share 1 −  𝑥𝑥 

Node b shares 𝑦𝑦 Node b does not share 
1 − 𝑦𝑦𝑧𝑧 Node b shares 𝑦𝑦 Node b does not share 

1 − 𝑦𝑦 

Node o ac-
tive service 𝑧𝑧 

(𝑅𝑅ℎ + 𝐹𝐹ℎ)(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏) − 𝐶𝐶ℎ (𝑅𝑅ℎ + 𝐹𝐹ℎ)𝑄𝑄𝑎𝑎 − 𝐶𝐶ℎ (𝑅𝑅ℎ + 𝐹𝐹ℎ)𝑄𝑄𝑏𝑏 − 𝐶𝐶ℎ −𝐶𝐶ℎ 
𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 + 𝜃𝜃𝐾𝐾ℎ𝐺𝐺𝑎𝑎 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎  𝑅𝑅𝑎𝑎 − 𝑛𝑛𝐺𝐺𝑏𝑏 𝑅𝑅𝑎𝑎 
𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 + 𝜃𝜃𝐾𝐾ℎ𝐺𝐺𝑏𝑏 𝑅𝑅𝑏𝑏 − 𝑛𝑛𝐺𝐺𝑎𝑎 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 𝑅𝑅𝑏𝑏 

Node o nega-
tive service 
1-𝑧𝑧 

(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙)(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏) − 𝐶𝐶𝑙𝑙 (𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙)𝑄𝑄𝑎𝑎 − 𝐶𝐶𝑙𝑙 (𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙)𝑄𝑄𝑏𝑏 − 𝐶𝐶𝑙𝑙 −𝐶𝐶𝑙𝑙 
𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎  𝑅𝑅𝑎𝑎 − 𝑛𝑛𝐺𝐺𝑏𝑏 𝑅𝑅𝑎𝑎 
𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 𝑅𝑅𝑏𝑏 − 𝑛𝑛𝐺𝐺𝑎𝑎 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 𝑅𝑅𝑏𝑏 

3. Model analysis 
3.1 Analysis of replication dynamics and evolutionary stabilization strategies for node a  

Based on the gain matrix in the table above, the gains when node a is shared and when it is not 
shared can be derived as: 

𝑈𝑈𝑎𝑎1 = 𝑦𝑦𝑧𝑧(𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 + 𝜃𝜃𝐾𝐾ℎ𝐺𝐺𝑎𝑎) + 𝑦𝑦(1 − 𝑧𝑧)(𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎)
+ 𝑧𝑧(1 − 𝑦𝑦)(𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 +𝑚𝑚𝐺𝐺𝑎𝑎) + (1 − 𝑦𝑦)(1 − 𝑧𝑧)(𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎) (1) 

𝑈𝑈𝑎𝑎2 = 𝑦𝑦𝑧𝑧(𝑅𝑅𝑎𝑎 − 𝑛𝑛𝐺𝐺𝑏𝑏) + 𝑦𝑦(1 − 𝑧𝑧)(𝑅𝑅𝑎𝑎 − 𝑛𝑛𝐺𝐺𝑏𝑏) + 𝑧𝑧(1 − 𝑦𝑦)𝑅𝑅𝑎𝑎 + (1 − 𝑦𝑦)(1 − 𝑧𝑧)𝑅𝑅𝑎𝑎 (2) 

Therefore, the average expected return of node a and the replication dynamic equation are: 
𝑈𝑈𝑎𝑎 = 𝑥𝑥𝑈𝑈𝑎𝑎1 + (1 − 𝑥𝑥)𝑈𝑈𝑎𝑎2  (3) 

𝐹𝐹(𝑥𝑥) =
𝑑𝑑𝑥𝑥
𝑑𝑑𝑡𝑡

= 𝑥𝑥�𝑈𝑈𝑎𝑎 − 𝑈𝑈𝑎𝑎1� = 𝑥𝑥(1 − 𝑥𝑥)�𝑈𝑈𝑎𝑎1 − 𝑈𝑈𝑎𝑎2� 
= 𝑥𝑥(1 − 𝑥𝑥)[𝑦𝑦𝑧𝑧𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝑦𝑦𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑦𝑦𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 +𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎] 

(4) 

The evolutionary strategy of node a must satisfy 𝐹𝐹(𝑥𝑥) = 0 and 𝐹𝐹′(𝑥𝑥) < 0. For 𝐹𝐹(𝑥𝑥) = 0, the so-
lution is 𝑥𝑥∗ = 0 , 𝑥𝑥∗ = 1  and 𝑧𝑧∗ = 𝐶𝐶𝑎𝑎−𝑑𝑑𝑒𝑒𝑎𝑎+𝑅𝑅𝑎𝑎−𝑚𝑚𝐺𝐺𝑎𝑎−𝑦𝑦𝑦𝑦𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎−𝑦𝑦𝑦𝑦𝐺𝐺𝑏𝑏

𝑦𝑦𝑦𝑦𝐺𝐺𝑎𝑎(𝐾𝐾ℎ−𝐾𝐾𝑙𝑙)
. 𝐹𝐹′(𝑥𝑥) = (1 − 2𝑥𝑥)[𝑦𝑦𝑧𝑧𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ −
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𝐾𝐾𝑙𝑙) + 𝑦𝑦𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑦𝑦𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎] , make 𝑆𝑆(𝑦𝑦) = 𝑦𝑦𝑧𝑧𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝑦𝑦𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑦𝑦𝑛𝑛𝐺𝐺𝑏𝑏 
+ 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 +𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎. Since 𝑆𝑆′(𝑦𝑦) > 0, 𝑆𝑆(𝑦𝑦) is an increasing function with respect to 𝑦𝑦. There-
fore, when 𝑧𝑧 = 𝑧𝑧∗, 𝑆𝑆(𝑦𝑦) = 0, at which point 𝐹𝐹′(𝑥𝑥) = 0, no stable strategy can be determined; when 
𝑧𝑧 < 𝑧𝑧∗, 𝑆𝑆(𝑦𝑦) < 0, at which point 𝑥𝑥 = 0 satisfies the stability condition; when 𝑧𝑧 > 𝑧𝑧∗, 𝑆𝑆(𝑦𝑦) > 0, at 
which point 𝑥𝑥 = 1 is ESS, satisfying the stability condition, and the evolutionary phase diagram is 
shown in Fig. 3. 

  
Fig. 3 Digital phase diagrams of node a 

3.2 Analysis of replication dynamics and evolutionary stabilization strategies for node b 

The gains when node b is shared versus not shared are: 
𝑈𝑈𝑏𝑏1 = 𝑥𝑥𝑧𝑧(𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 + 𝜃𝜃𝐾𝐾ℎ𝐺𝐺𝑏𝑏) + 𝑥𝑥(1 − 𝑧𝑧)(𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏)

+ 𝑧𝑧(1 − 𝑥𝑥)(𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏) + (1 − 𝑥𝑥)(1 − 𝑧𝑧)(𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 +𝑚𝑚𝐺𝐺𝑏𝑏) (5) 

𝑈𝑈𝑏𝑏2 = 𝑥𝑥𝑧𝑧(𝑅𝑅𝑏𝑏 − 𝑛𝑛𝐺𝐺𝑎𝑎) + 𝑥𝑥(1 − 𝑧𝑧)(𝑅𝑅𝑏𝑏 − 𝑛𝑛𝐺𝐺𝑎𝑎) + 𝑧𝑧(1 − 𝑥𝑥)𝑅𝑅𝑏𝑏 + (1 − 𝑥𝑥)(1 − 𝑧𝑧)𝑅𝑅𝑏𝑏 (6) 

Therefore, the average expected return of node b and the replication dynamic equation are: 
𝑈𝑈𝑏𝑏 = 𝑦𝑦𝑈𝑈𝑏𝑏1 + (1 − 𝑦𝑦)𝑈𝑈𝑏𝑏2  (7) 

𝐹𝐹(𝑦𝑦) =
𝑑𝑑𝑦𝑦
𝑑𝑑𝑡𝑡

= 𝑦𝑦�𝑈𝑈𝑏𝑏 − 𝑈𝑈𝑏𝑏1� = 𝑦𝑦(1 − 𝑦𝑦)�𝑈𝑈𝑏𝑏1 − 𝑈𝑈𝑏𝑏2� 
= 𝑦𝑦(1 − 𝑦𝑦)[𝑥𝑥𝑧𝑧𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝑥𝑥𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑥𝑥𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏] 

(8) 

The evolutionary strategy of node b must satisfy 𝐹𝐹(𝑦𝑦) = 0 and 𝐹𝐹′(𝑦𝑦) < 0. For 𝐹𝐹(𝑦𝑦) = 0, the so-
lution is𝑦𝑦∗ = 0, 𝑦𝑦∗ = 1 and 𝑧𝑧∗ = 𝐶𝐶𝑏𝑏−𝑑𝑑𝑒𝑒𝑏𝑏+𝑅𝑅𝑏𝑏−𝑚𝑚𝐺𝐺𝑏𝑏−𝑥𝑥𝑦𝑦𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏−𝑥𝑥𝑦𝑦𝐺𝐺𝑎𝑎

𝑥𝑥𝑦𝑦𝐺𝐺𝑏𝑏(𝐾𝐾ℎ−𝐾𝐾𝑙𝑙)
. 𝐹𝐹′(𝑦𝑦) = (1 − 2𝑦𝑦)[𝑧𝑧𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) +

𝑥𝑥𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑥𝑥𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏] , make 𝑆𝑆(𝑥𝑥) = 𝑧𝑧𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝑥𝑥𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑥𝑥𝑛𝑛𝐺𝐺𝑎𝑎 +
𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏. Since 𝑆𝑆′(𝑥𝑥) > 0, 𝑆𝑆(𝑥𝑥) is an increasing function with respect to 𝑥𝑥. Therefore, 
when 𝑧𝑧 = 𝑧𝑧∗, 𝑆𝑆(𝑥𝑥) = 0, at which point 𝐹𝐹′(𝑦𝑦) = 0, no stable strategy can be determined; when 𝑧𝑧 <
𝑧𝑧∗, 𝑆𝑆(𝑥𝑥) < 0, at which point 𝑦𝑦 = 0 satisfies the stability condition; when 𝑧𝑧 > 𝑧𝑧∗, 𝑆𝑆(𝑥𝑥) > 0, at which 
point 𝑦𝑦 = 1 is ESS, satisfying the stability condition, and the evolutionary phase diagram is shown 
in Fig. 4. 

 
Fig. 4 Digital phase diagrams of node b 



Wang, Zhang 
 

230 Advances in Production Engineering & Management 18(2) 2023 
 

3.3 Analysis of replication dynamics and evolutionary stabilization strategies for node c 

The gains when node o is shared versus not shared are: 

𝑈𝑈𝑜𝑜1 = 𝑥𝑥𝑦𝑦[(𝑅𝑅ℎ + 𝐹𝐹ℎ)(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏) − 𝐶𝐶ℎ] + 𝑥𝑥(1 − 𝑦𝑦)[(𝑅𝑅ℎ + 𝐹𝐹ℎ)𝑄𝑄𝑎𝑎 − 𝐶𝐶ℎ]
+ 𝑦𝑦(1 − 𝑥𝑥)[(𝑅𝑅ℎ + 𝐹𝐹ℎ)𝑄𝑄𝑏𝑏 − 𝐶𝐶ℎ] + (1 − 𝑥𝑥)(1 − 𝑦𝑦)(−𝐶𝐶ℎ) (9) 

𝑈𝑈𝑜𝑜2 = 𝑥𝑥𝑦𝑦[(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙)(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏) − 𝐶𝐶𝑙𝑙] + 𝑥𝑥(1 − 𝑦𝑦)[(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙)𝑄𝑄𝑎𝑎 − 𝐶𝐶𝑙𝑙] + 𝑦𝑦(1 − 𝑥𝑥)[(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙)𝑄𝑄𝑏𝑏
− 𝐶𝐶𝑙𝑙] + (1 − 𝑥𝑥)(1 − 𝑦𝑦)(−𝐶𝐶𝑙𝑙) 

(10) 

Therefore, the average expected return of node o and the replication dynamic equation are: 
𝑈𝑈𝑜𝑜 = 𝑧𝑧𝑈𝑈𝑜𝑜1 + (1 − 𝑧𝑧)𝑈𝑈𝑜𝑜2  (11) 

𝐹𝐹(𝑧𝑧) =
𝑑𝑑𝑧𝑧
𝑑𝑑𝑡𝑡

= 𝑧𝑧�𝑈𝑈𝑜𝑜 − 𝑈𝑈𝑜𝑜1� = 𝑧𝑧(1 − 𝑧𝑧)�𝑈𝑈𝑜𝑜1 − 𝑈𝑈𝑜𝑜2� 
= 𝑧𝑧(1 − 𝑧𝑧)[𝑥𝑥𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑦𝑦𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙] 

(12) 

The evolutionary strategy of node o must satisfy 𝐹𝐹(𝑧𝑧) = 0 and 𝐹𝐹′(𝑧𝑧) < 0. For 𝐹𝐹(𝑧𝑧) = 0, the so-
lution is 𝑧𝑧∗ = 0 , 𝑧𝑧∗ = 1  and 𝑥𝑥∗ = 𝐶𝐶ℎ−𝐶𝐶𝑙𝑙−𝑦𝑦𝑄𝑄𝑏𝑏(𝑅𝑅ℎ+𝐹𝐹ℎ−𝑅𝑅𝑙𝑙+𝐹𝐹𝑙𝑙)

𝑄𝑄𝑎𝑎(𝑅𝑅ℎ+𝐹𝐹ℎ−𝑅𝑅𝑙𝑙+𝐹𝐹𝑙𝑙)
. 𝐹𝐹′(𝑧𝑧) = (1 − 2𝑧𝑧)[𝑥𝑥𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 +

𝐹𝐹𝑙𝑙) + 𝑦𝑦𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙], make 𝑆𝑆(𝑦𝑦) = 𝑥𝑥𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑦𝑦𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ −
𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙 . Since 𝑆𝑆′(𝑦𝑦) > 0, 𝑆𝑆(𝑦𝑦) is an increasing function with respect to 𝑦𝑦. Therefore, 
when 𝑥𝑥 = 𝑥𝑥∗, 𝑆𝑆(𝑦𝑦) = 0, at which point 𝐹𝐹′(𝑧𝑧) = 0, no stable strategy can be determined; when 𝑥𝑥 <
𝑥𝑥∗ , 𝑆𝑆(𝑦𝑦) < 0 , at which point 𝑧𝑧 = 0  satisfies the stability condition; when 𝑥𝑥 > 𝑥𝑥∗ , 𝑆𝑆(𝑦𝑦) > 0 , at 
which point 𝑧𝑧 = 1 is ESS, satisfying the stability condition, and the evolutionary phase diagram is 
shown in Fig. 5. 

 
Fig. 5 Digital phase diagrams of node o 

4. Stability analysis of the equilibrium point of a tripartite evolutionary game 
system 
Letting the replicated dynamic equations equal zero, it is known that there are the following sys-
tem equilibria E1(0,0,0), E2(0,0,1), E3(0,1,0), E4(0,1,1), E5(1,0,0), E6(1,0,1), E7(1,1,0) and 
E8(1,1,1), where the Jacobian matrix of the tripartite evolutionary game system is  

𝐽𝐽 = �
𝐽𝐽1 𝐽𝐽2 𝐽𝐽3
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⎢
⎢
⎢
⎢
⎢
⎡
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𝜕𝜕𝐹𝐹(𝑦𝑦)
𝜕𝜕𝑦𝑦

𝜕𝜕𝐹𝐹(𝑦𝑦)
𝜕𝜕𝑧𝑧

𝜕𝜕𝐹𝐹(𝑧𝑧)
𝜕𝜕𝑥𝑥

𝜕𝜕𝐹𝐹(𝑧𝑧)
𝜕𝜕𝑦𝑦
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⎤

 

      𝐽𝐽1 = (1 − 2𝑥𝑥)[𝑦𝑦𝑧𝑧𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝑦𝑦𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑦𝑦𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎] 
      𝐽𝐽2 = 𝑥𝑥(1 − 𝑥𝑥)[𝑧𝑧𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏] 
      𝐽𝐽3 = 𝑥𝑥(1 − 𝑥𝑥)[𝑦𝑦𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙)] 
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      𝐽𝐽4 = 𝑦𝑦(1 − 𝑦𝑦)[𝑧𝑧𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎] 
      𝐽𝐽5 = (1 − 2𝑦𝑦)[𝑥𝑥𝑧𝑧𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝑥𝑥𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑥𝑥𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏] 
      𝐽𝐽6 = 𝑦𝑦(1 − 𝑦𝑦)[𝑥𝑥𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙)] 
      𝐽𝐽7 = 𝑧𝑧(1 − 𝑧𝑧)[𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙)] 
      𝐽𝐽8 = 𝑧𝑧(1 − 𝑧𝑧)[𝑅𝑅𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙)] 
      𝐽𝐽9 = (1 − 2𝑧𝑧)[𝑥𝑥𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑦𝑦𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙] 

Using Lyapunov first method, the stability of each equilibrium point is analysed as shown [26]. 
Table 2 Equilibrium point analysis 

Equilibrium 
point λ1, λ2, λ3 Symbol 

Equilibrium re-
sults 

E1(0,0,0) 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎，𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏，−𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙 (-,-,-) ESS 
E2(0,0,1) 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎，𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏， (−1)(−𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙) (-,-,+) Unstable 

E3(0,1,0) 
𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎, (−1)(𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏), 
𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙 

(?,+,?) Unstable 

E4(0,1,1) 𝜃𝜃𝐺𝐺𝑎𝑎(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎, (−1)(𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 +
𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏), (−1)[𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙] 

(?,+,?) Unstable 

E5(1,0,0) 
(−1)(𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎), 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 −
𝑅𝑅𝑏𝑏 ,𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙 

(+,?,?) Unstable 

E6(1,0,1) 
(−1)(𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎), 𝜃𝜃𝐺𝐺𝑏𝑏(𝐾𝐾ℎ − 𝐾𝐾𝑙𝑙) + 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 +
𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏, (−1)[𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙] (+,?,?) Unstable 

E7(1,1,0) (−1)(𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎), (−1)(𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 −
𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏), 𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙 

(?,?,?) Unstable 

E8(1,1,1) 
(−1)( 𝜃𝜃𝐺𝐺𝑎𝑎𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎), (−1)(𝜃𝜃𝐺𝐺𝑏𝑏𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 −
𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏), (−1)[𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) −
𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙] 

(?,?,?) Unstable 

 
(1) E1(0,0,0): λ1= 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 +𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎, λ2= 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏, λ3=−𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙. 

  Scenario 1: 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 < 𝑅𝑅𝑎𝑎 , 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 < 𝑅𝑅𝑏𝑏 , 𝐶𝐶𝑙𝑙 < 𝐶𝐶ℎ . Then for nodes a and b, 
the benefit when only one node shares is less than the benefit when neither node shares; 
when neither node shares, the cost of negative platform service is less than the cost of positive 
platform service. At this point λ1, λ2 and λ3 are all less than zero, and the point is the ESS sta-
bility point. 

(2) E7(1,1,0): λ1= (−1)(𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎) , λ2= (−1)(𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 −
𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏), λ3=𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) − 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙 , at this point 
the values of λ1, λ2 and λ3 are all uncertain and are discussed by case. 

  Scenario 2: If 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 > 𝑅𝑅𝑎𝑎 −𝑚𝑚𝐺𝐺𝑎𝑎 , 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 > 𝑅𝑅𝑏𝑏 −𝑚𝑚𝐺𝐺𝑏𝑏 ,  
(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅ℎ + 𝐹𝐹ℎ)− 𝐶𝐶ℎ < (𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙) − 𝐶𝐶𝑙𝑙 , then in the case of platform negative 
service, the gain when both nodes share is greater than the gain when only one side shares; 
when both sides share, the gain of platform positive service is less than the gain of platform 
negative service. At this point λ1, λ2 and λ3 are all less than zero, and the point is the ESS point. 

  Scenario 3: If 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑎𝑎 + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 > 𝑅𝑅𝑎𝑎 −𝑚𝑚𝐺𝐺𝑎𝑎 , 𝜃𝜃𝐾𝐾𝑙𝑙𝐺𝐺𝑏𝑏 + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 > 𝑅𝑅𝑏𝑏 −𝑚𝑚𝐺𝐺𝑏𝑏 , 
(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅ℎ + 𝐹𝐹ℎ)− 𝐶𝐶ℎ > (𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙) − 𝐶𝐶𝑙𝑙 , then in the case of platform negative 
service, the gain when both nodes share is greater than the gain when only one side shares; 
when both sides share, the gain from platform positive service is greater than the gain from 
platform negative service. At this point there is an eigenvalue greater than zero in λ1, λ2 and 
λ3, which is not an ESS point. 

(3) E8(1,1,1): λ1=(−1)( 𝜃𝜃𝐺𝐺𝑎𝑎𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 + 𝑚𝑚𝐺𝐺𝑎𝑎 − 𝑅𝑅𝑎𝑎) , λ2=(−1)(𝜃𝜃𝐺𝐺𝑏𝑏𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 −
𝐶𝐶𝑏𝑏 + 𝑚𝑚𝐺𝐺𝑏𝑏 − 𝑅𝑅𝑏𝑏), λ3=(−1)[𝑄𝑄𝑎𝑎(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙) + 𝑄𝑄𝑏𝑏(𝑅𝑅ℎ + 𝐹𝐹ℎ − 𝑅𝑅𝑙𝑙 + 𝐹𝐹𝑙𝑙)− 𝐶𝐶ℎ + 𝐶𝐶𝑙𝑙], at this 
point the values of λ1, λ2 and λ3 are all uncertain and are discussed by case. 
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  Scenario 4: If 𝜃𝜃𝐺𝐺𝑎𝑎𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 > 𝑅𝑅𝑎𝑎 −𝑚𝑚𝐺𝐺𝑎𝑎 , 𝜃𝜃𝐺𝐺𝑏𝑏𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 > 𝑅𝑅𝑏𝑏 −𝑚𝑚𝐺𝐺𝑏𝑏 , 
(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅ℎ + 𝐹𝐹ℎ)− 𝐶𝐶ℎ > (𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙) − 𝐶𝐶𝑙𝑙 , then, in the case of positive platform 
service, the gain when both nodes share is greater than the gain when only one side shares; 
when both sides share, the gain from positive platform service is greater than the gain from 
negative service, when λ1, λ2 and λ3, are all less than zero, and the point is the ESS point. 

  Scenario 5: If 𝜃𝜃𝐺𝐺𝑎𝑎𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑏𝑏 + 𝑑𝑑𝑒𝑒𝑎𝑎 − 𝐶𝐶𝑎𝑎 < 𝑅𝑅𝑎𝑎 −𝑚𝑚𝐺𝐺𝑎𝑎 , 𝜃𝜃𝐺𝐺𝑏𝑏𝐾𝐾ℎ + 𝑛𝑛𝐺𝐺𝑎𝑎 + 𝑑𝑑𝑒𝑒𝑏𝑏 − 𝐶𝐶𝑏𝑏 < 𝑅𝑅𝑏𝑏 −𝑚𝑚𝐺𝐺𝑏𝑏 , 
(𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅ℎ + 𝐹𝐹ℎ)− 𝐶𝐶ℎ < (𝑄𝑄𝑎𝑎 + 𝑄𝑄𝑏𝑏)(𝑅𝑅𝑙𝑙 − 𝐹𝐹𝑙𝑙) − 𝐶𝐶𝑙𝑙 , then, in the case of platform positive 
service, the gain when both nodes share is less than the gain when only either one shares; 
when both share, the gain from platform positive service is less than the gain from negative 
service. At this point there is an eigenvalue greater than zero in λ1, λ2 and λ3, which is not an 
ESS point. 

5. MATLAB simulation analysis 
To verify the validity of the evolutionary stability analysis, the article incorporates a three-way 
evolutionary game model, gives the model initial values and uses MATLAB for simulation. The 
initial values are given in the following table. 

The initial values were evolved 50 times over time from different combinations of policies, 
respectively. As can be seen in Fig. 6, regardless of the initial probability of policy selection for the 
tripartite nodes, the evolutionary result tends to be (1,1,1), with the corresponding evolutionary 
policy being (shared, shared, active service), at which point the evolutionary result satisfies 
Scenario four. 

Table 3 Initial values of variables 
Variables Initial value Variables Initial value 

𝐶𝐶𝑎𝑎 5 𝑅𝑅𝑏𝑏 10 
𝐶𝐶𝑏𝑏 5 𝑅𝑅ℎ 0.7 
d 0.5 𝑅𝑅𝑙𝑙 0.5 
𝑒𝑒𝑎𝑎 6 𝐶𝐶ℎ 6 
𝑒𝑒𝑏𝑏 6 𝐶𝐶𝑙𝑙 3 
𝑚𝑚 0.6 𝐹𝐹ℎ 0.6 
𝑛𝑛 0.2 𝐹𝐹𝑙𝑙 0.2 
𝜃𝜃 0.4 𝐾𝐾ℎ  0.8 
𝐺𝐺𝑎𝑎 20 𝐾𝐾𝑙𝑙 0.5 
𝐺𝐺𝑏𝑏 20 𝑄𝑄𝑎𝑎 15 
𝑅𝑅𝑎𝑎 10 𝑄𝑄𝑏𝑏 15 

 
Fig. 6 Evolutionary results for scenario four 

Change the initial values so that 𝑅𝑅𝑎𝑎 = 20 and 𝑅𝑅𝑏𝑏 = 20, and evolve the values 50 times over 
time from different strategy combinations respectively. As can be seen from Fig. 7, there is only 
one evolutionary stable strategy combination for the evolving system at this point, and the result 
satisfies case one, i.e. it eventually converges to (0,0,0) and the corresponding evolutionary strat-
egy is (no share, no share, negative service). 
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Fig. 7 Evolutionary results for scenario one 

Change the value of 𝐶𝐶ℎ to satisfy case two. The platform is reluctant to provide positive services 
because the cost of positive services is too high, at which point the system evolves to a stable point 
(shared, shared, negative services). With blockchain technology, a reasonably set incentive and 
penalty for the platform to fulfil its duty to provide good service when both parties share, promot-
ing the sharing of manufacturing capacity and avoiding negative service, as shown in Fig 8. 

 
Fig. 8 Evolutionary results for scenario two 

To explore the effects of changes in the initial probabilities and other parameters on the evo-
lutionary results, 𝑃𝑃 was adjusted to 0.25, 0.45 and 0.65; 𝑚𝑚 was adjusted to 0.2, 0.6 and 1; 𝑛𝑛 was 
adjusted to 0, 0.3 and 0.6; 𝑑𝑑 was adjusted to 0, 0.5 and 1; 𝐹𝐹ℎ was adjusted to 0.2, 0.6 and 1; and 𝐹𝐹𝑙𝑙  
was adjusted to 0, 0.2, 0.4. 0.4. Observe the dynamic course of the evolutionary results over time, 
as shown in Figs. 9 to 14. 

We can see that: as 𝑃𝑃 increases, the probability that the tripartite nodes tend to share, share 
and actively serve increases, and the speed of evolution gradually increases. When the incentive 
coefficient m of blockchain technology for nodes is too low, both nodes are unwilling to share, 
then the platform will pay more costs for positive service than negative service, and eventually 
the platform will gradually choose to provide negative service; when 𝑚𝑚 increases, the probability 
of nodes a and b sharing and platform positive service increases, and the convergence speed grad-
ually accelerates to (1,1,1). As the penalty coefficient 𝑛𝑛 increases, the evolution of both nodes 
choosing to share and platform positive services converge to 1 and the evolution speed gradually 
accelerates. Penalties under blockchain technology have a positive effect on promoting inter-node 
behaviour and can effectively facilitate capacity sharing between enterprises.  

When the digital revenue 𝑑𝑑 is too low, it will lead to the revenue when nodes share is less than 
the revenue when they do not share, and the nodes gradually evolve to (0,0,0). A reasonable 𝑑𝑑 will 
promote the behaviour of sharing among enterprise nodes and active service of platform nodes, 
and the larger 𝑑𝑑 is, the more the node evolution converges to (1,1,1) the faster the rate of conver-
gence. The positive service of the platform can bring good reputational benefits, and as 𝐹𝐹ℎ gets 
higher, the rate of evolution of individual nodes to 1 gradually increases faster. Likewise, negative 
services also bring reputational losses to the platform, and the higher the 𝐹𝐹𝑙𝑙 , the faster each node 
converges to 1. With blockchain technology, reasonable and effective penalties and incentives can 
promote positive service of platform nodes and capacity sharing of enterprise nodes. 
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Fig. 9 Impact of 𝑃𝑃                                                      Fig. 10 Impact of 𝑚𝑚 

                                                     

 
Fig. 11 Impact of 𝑛𝑛                                                     Fig. 12 Impact of 𝑑𝑑 

                                                    

 
Fig. 13 Impact of 𝐹𝐹ℎ                                                     Fig. 14 Impact of 𝐹𝐹𝑙𝑙 

6. Conclusion and management recommendations 
6.1 Conclusion 

From the results of the above analysis, it can be seen that: 

• The game subjects will not change the evolutionary results under the initial value setting, 
no matter what the proportion of strategy selection is, if the relevant parameters are 
changed, it will have an impact on the strategy selection of the three subjects. 

• Incentive and penalty coefficients are set under blockchain technology for rewarding the 
sharing party and punishing the non-sharing party. The incentive coefficient under block-
chain technology has a positive impact on the sharing behaviour of manufacturing enter-
prises, and the penalty coefficient has a negative impact on the sharing behaviour of manu-
facturing enterprises. 

• The digital benefit coefficient affects the behaviour of manufacturing enterprises, too high 
or too low is not conducive to the choice of manufacturing enterprises, and an appropriate 
digital benefit coefficient will promote the sharing behaviour of manufacturing enterprises. 
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• The platform under blockchain technology introduces a regulatory mechanism combined 
with smart contracts to constrain the behaviour of enterprises and the platform. Both posi-
tive regulation and negative regulation coefficients have a positive impact on the behaviour 
of the three parties. 

6.2 Recommendation 

Based on the above research findings, the following recommendations are made. On the one hand, 
the alliance nodes under blockchain technology can appropriately optimize the incentive mode 
and penalty mode, and find suitable allocation coefficients to maximize the incentive for the ca-
pacity-sharing behaviour of both supply and demand sides and promote the cooperation between 
them; at the same time, the third-party platform should actively supervise and strengthen its su-
pervisory capacity to avoid the emergence of malicious pigeonholing behaviour, improve the ef-
fective cooperation between supply and demand sides and promote the long-term development 
of the manufacturing industry. In addition, both supply and demand sides should maintain good 
integrity to help create a good market environment, thus promoting the benign development of 
the manufacturing industry. 

6.3 Shortcomings 

The article uses an evolutionary game approach to investigate the capacity sharing behaviour of 
manufacturing firms and uses numerical simulations in MATLAB to analyse the effect of changes 
in different parameters on the evolutionary outcome. However, the article does not consider the 
effects of other aspects such as product quality, delivery time, human emotion, social development 
and environment on the game behaviour of capacity sharing, which can be further explored by 
introducing prospect theory in the future, and I am currently conducting related research. 
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