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A B S T R A C T A R T I C L E   I N F O 
In the context of the economic globalization, there is an increased disruption 
risk in the supply chain network due to the outsourcing, complexity and uncer-
tainty. At the same time, the disruption may propagate across the entire supply 
chain network because of the interdependence. With the resource constraints, 
appropriate recovery strategies which can minimize the impact of disruption 
propagation and effectively improve the supply chain network resilience have 
attracted a great deal of attention. In this paper, we first construct the disrup-
tion propagation model considering the recovery strategy based on the char-
acteristics of the competitiveness, time delay and underload cascading failure 
in the supply chain network. This model uses the memetic algorithm to deter-
mine the set of recovery nodes among all disruption nodes, which can minimize 
the impact of disruption propagation. And then, the simulation analysis is con-
ducted on the synthetic network and the real-world supply chain network. We 
compare the proposed recovery strategy with other strategies (according to 
the genetic algorithm, according to the descending order of the load of failure 
node, according to the ascending order of the load of failure node, according to 
the descending order of the node degree, according to the ascending order of 
the node degree) and provide decision-making reference against supply chain 
disruptions. 
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1. Introduction
In recent years, public health events, global transportation network congestion and large-scale nat-
ural disasters have led to frequent disruptions in the supply chain network. Moreover, with the 
deepening of division of labour and cooperation, supply chains are becoming more global and inter-
twined. The disruption events may spread in the supply chain network and even cause ripple effects 
[1, 2]. In 2020, coronavirus-driven supply chain disruptions affected 94 % of the Fortune 1000 com-
panies [3]. On March 23 2021, the Suez Canal was blocked by vast container ship – the Ever Given, 
which affected over 400 vessels and held up about USD15 billion to USD17 billion [4]. Many re-
searchers have studied to construct agile [5, 6], sustainable [7], and resilient [3] supply chains to 
withstand disruption risks. 

Many industries have increasingly begun to implement supply chain management, including 
manufacturing, service and so on [8]. Disruption events may cascade through the supply chain 
resulting in disruption propagation [9] and have a powerful impact on most economic sectors 
[10]. Other terms related to supply chain disruption propagation in literature include cascading 
failure [11], ripple effect [2], risk diffusion [12] and so on. Constructing disruption propagation 
model can dynamically analyse the propagation process in the supply chain network and find the 
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critical firms more accurately in the disruption events. Some studies use the method of complex 
network [13] to analyse the disruption propagation of supply chain network based on the cascad-
ing failure model [9, 14], which commonly used in power, transportation and infrastructure dis-
ruption. However, the disruption propagation process in the supply chain network is different 
from that in infrastructure network because of the characteristics of competition [13, 15], time 
delay [16], underload failure [17] and adaptivity [13]. Wang and Zhang [17] innovatively used 
underload failure instead of overload failure to analyse the propagation process of supply network 
disruption, and constructed synthetic network to conduct a numerical simulation. Zhao et al. [13] 
created a real-world network and competition supply chain network provided by Mergent, and 
simulated how disruptions propagate in the supply chain network through cascading failures. 

What’s more, scope of the disruption and its performance impact rely on the speed and scale 
of recovery strategies [18]. Some studies search for the recovery firms according to characteristics 
of complex networks, such as the betweenness centrality [9] and degree centrality of nodes [16]. 
Wang and Xiao [19] developed a resilience method to cascading failures in cluster supply chain 
network using social resilience of ant colony. They compared the generated random number with 
the recovery probability to determine whether the node restores timely. Fu et al. [9] divided the 
recovery process into 3 kinds of situations and compared the effect of dynamic recovery strategies 
which were in descending and ascending orders of node degrees and betweenness centrality. Jing 
and Tang [16] designed the recovery probability is related to the nodes’ degree. However, the 
above recovery strategies are qualitative methods, and there are few studies using optimization 
methods to quantitatively recover the critical firms in the supply chain network. 

In this paper, we construct a disruption propagation model based on the characteristics of the 
competitiveness, time delay and underload cascading failure in the supply chain network. Then, 
considering the restrictions from recovery resources, we use memetic algorithm to quantitatively 
search for the critical enterprises to determine the recovery strategies, so as to more effectively 
reduce the impact of supply chain disruptions. The remaining sections of this paper is organized 
as follows. In Section 2, we construct a supply chain network disruption propagation model con-
sidering the recovery strategies. The numerical simulation is conducted on the synthetic network 
and the real-world supply chain in Section 3. The paper delivers a brief conclusion in Section 4. 

2. Simulation model 
This section constructs a supply chain network disruption propagation model considering the re-
covery strategies and the whole process is shown in Fig. 1. This study analyses the above process 
from three parts: main metrics of supply chain network, recovery strategies, and disruption prop-
agation process. The specific process can be described as follows. 

Step 1：Initial state.

Step 2：Some nodes are affected 
by the unexpected events.

Step 3：Some nodes recover  and 
other nodes fail.

Step 5：The affected nodes 
strengthen existing relationship.

Step 7：If the node load is less 
than the lower limit, the 

affected node fails.

Step 8： The network reaches 
stability.

Unexpected
events

Recovery

Uncovery

Step 4：Normal operating nodes are 
affected because of disruption  propagation.

Step 6：The affected nodes establish 
business relationships with the failed 

node's competitor.

Recovery

Uncovery

 
Fig. 1 Process of disruption propagation considering the recovery strategies (red nodes denote failed nodes, 

          yellow nodes denote affected nodes, and blue nodes denote normal operating nodes) 
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2.1 Main metrics of supply chain network 

This section mainly determines the initial node load, capacity and resilience measurement of the 
supply chain network. The node load represents the operation scale of supply chain members. At 
present, the initial load of a node is generally estimated by the node degree [20], the total number 
of shortest paths [21, 22], eigenvector centrality [15] and node degree multiplied by the neigh-
bour node degree[17]. Actually, the business scale of a firm is not only related to the number of 
neighbour firms, but also to the importance of neighbour firms. Eigenvector centrality of the node 
load is not only related to the number of neighbour nodes, but also to the importance of neighbour 
nodes. Therefore, we use eigenvector centrality to measure the initial load of the node 𝑖𝑖, that is 
𝐿𝐿𝑖𝑖0 = 𝑐𝑐 ∑ 𝑎𝑎𝑖𝑖𝑖𝑖𝐿𝐿𝑗𝑗0𝑛𝑛

𝑗𝑗=1 , where 𝑐𝑐 is the proportional constant, and 𝑎𝑎𝑖𝑖𝑖𝑖  is the value of row 𝑖𝑖 and column 𝑗𝑗 
in the adjacency matrix A. If node 𝑖𝑖 is connected to node 𝑗𝑗 in the graph, 1; otherwise, 0. 
There are upper and lower limits to a firm’s capacity, which are determined by firm’s competi-
tiveness. According to the reference [17], the upper limit of node 𝑖𝑖 load capacity 𝐶𝐶𝑖𝑖(𝑚𝑚𝑚𝑚𝑚𝑚) is defined 
as 𝐶𝐶𝑖𝑖(𝑚𝑚𝑚𝑚𝑚𝑚) = 𝛼𝛼𝛼𝛼𝑖𝑖0  and 𝛼𝛼  is the upper limit parameter. The lower limit of node 𝑖𝑖  load capacity 
𝐶𝐶𝑖𝑖(𝑚𝑚𝑚𝑚𝑚𝑚) is defined as 𝐶𝐶𝑖𝑖(𝑚𝑚𝑚𝑚𝑚𝑚) = 𝛽𝛽𝛽𝛽𝑖𝑖0, and 𝛽𝛽 is a lower limit parameter. 

Supply chain network resilience (𝑅𝑅𝑅𝑅) is a network attribute, which refers to its ability to resist 
disruption [23]. There are currently a variety of measurement metrics for the resilience, including 
the size of the network(total number of nodes [24], size of the largest functional sub-network [25], 
density [24, 26]), network availability(supply availability rate [27] , the proportion of suppliers 
[24]), network diameter (average shortest-path length [28], average supply-path length [27] ) and 
centrality [24, 29]( betweenness centrality, freeman centralization and eigenvector centrality).  

In real-world supply chain networks, the normal operation of downstream members may de-
pend on the operation of suppliers. Therefore, this section chooses the size of the largest func-
tional sub-network (LFSN) as a metric, which differs from the largest connected component (LCC) 
in that there must be at least one supply node in LFSN according to the reference [27]. That is, 
𝑅𝑅𝑅𝑅 = 𝑁𝑁𝑡𝑡, where 𝑁𝑁𝑡𝑡 is the total number of nodes in LFSN at time 𝑡𝑡. 

2.2 Recovery strategies 

The external environment and core enterprises often take strategies to help the affected enter-
prises against unexpected events. However, the resources of the external environment are limited, 
which can only help some enterprises to recover initial normal operation and some enterprises 
are unrecovered. The unrecovered enterprises will still affect the upstream and downstream en-
terprises in the supply chain until the network reaches a stable state. Recovery resource 𝐶𝐶𝑅𝑅 refers 
to the sum of available recovery resources. Therefore, constraint ∑ 𝐿𝐿𝑖𝑖0𝑁𝑁

𝑖𝑖=1 ≤ 𝐶𝐶𝑅𝑅 need to be satisfied, 
where 𝑁𝑁 is the number of restored nodes. As shown in Fig. 2, different recovery strategies lead to 
the different network resilience when it reaches stability. 

In order to maximize the resilience of the supply chain network, this section analyses the dis-
ruption propagation and takes 𝑅𝑅𝑅𝑅 after the network reaches stability as the objective. We obtain 
the optimal recovery strategy through the memetic algorithm under the capacity constraint of 
nodes and the recovery resource constraint. Compared with other algorithms, memetic algorithm 
[30, 31] can not only retain the advantages of genetic algorithm, but also improve the efficiency of 
local search. The specific process is as follows. 
 

S1 S2 S3 S4

M1 M2 M3 M4 M5

S1 S2 S3 S4

M1 M2 M3 M4 M5

S1 S2 S3 S4

M1 M2 M3 M4 M5

Nodes S1-S4 are failed.
Nodes S3-S4  are recovered. 

Nodes S1-S2  are not recovered, 
and nodes M1-M4 are affected. 

Nodes S1-S2  are recovered. 
Nodes S3-S4  are not recovered, 
and nodes M3-M5 are affected.  

Fig. 2 Supply chain network resilience under different recovery strategies 
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Encoding and calculating fitness function 

In this section, binary encoding is selected to decide whether the failed node is restored. The gene 
𝑖𝑖 is set to 1 if node 𝑖𝑖 is restored; otherwise, 0. The number of nodes in the supply chain network 
corresponds one-to-one to the number of genes in the chromosome. That is, if the supply chain 
network has 100 nodes, the chromosome contains 100 genes. 

A chromosome with a larger objective function value is better. In this section, the objective 
value is used as fitness, which means that better chromosomes are more likely to be selected into 
the next generation. The fitness value of each chromosome corresponds to the resilience of the 
supply chain network. After decoding the chromosome, the fitness value of the chromosome is 
calculated. A higher fitness indicates that the corresponding supply chain network resilience of 
the chromosome is greater. And lower fitness indicates that the corresponding supply chain net-
work resilience of the chromosome is smaller. 

Crossover and mutation 

In the crossover process, we determine the crossover probability 𝑃𝑃𝑐𝑐  and use a single-point cross-
over with a random cut-point. If all constraints are met, the new chromosome is retained, and the 
new chromosome is discarded if all constraints are not met. The crossover method is shown in 
Fig. 3. In order to improve the search process, we determine the mutation probability 𝑃𝑃𝑚𝑚 and use 
a random selection of chromosomes with the single mutation in the mutation process. After ob-
taining the new generated chromosomes, the offspring and the parents select the best chromo-
somes as the new parents. 

A1
B1

0 1 0 0 1

k

1 0
1 0 0 1 1 0 1

A0
B0

0 1 0 1 1

k

0 1
1 0 0 0 1 1 0

 
Fig. 3 The crossover process of the memetic algorithm 

Local search process 

The local search process is an important operation of memetic algorithms. This paper designs an 
algorithm to generate the local optimal value. Firstly, the sets of the chromosomes are randomly 
selected. Secondly, other gene fragments on the chromosome are selected and exchanged with the 
former. The new chromosome is retained if the fitness is improved. Otherwise, it is discarded. The 
optimal value is selected after a certain number of iterations.  

2.3 Disruption propagation process 

In the supply chain network, if the function that node 𝑖𝑖 supplying products to node 𝑗𝑗 can be re-
placed by node 𝑘𝑘, it indicates that there is a competitive relationship between nodes 𝑖𝑖 and 𝑘𝑘 [13, 
15]. Considering that the alternative node 𝑘𝑘 can still supply products to the downstream node 𝑗𝑗 
after the disruption of node 𝑗𝑗 , the competitive relationship can weaken the cascading failure 
caused by the supply chain disruption. 

Node 𝑖𝑖  will not fail immediately after attacked by unexpected events, and the recovery re-
source may help some nodes to the operating state. That is, time delay may occur with node failure 
in the supply chain network [16]. Underload failure [17] is different from overload failure in in-
frastructure cascading failure. Overload failure refers to node failure when the node load exceeds 
a certain value, which is applicable to transportation network, infrastructure network, power grid 
and so on. However, the increase of node load in the supply chain network will not lead to node 
failure, but the node load below a certain value may lead to node failure. 

Considering the characteristics of competitive, time delay and underload failure in the supply 
chain network, we construct a supply chain network disruption propagation model based on the 
cascading failure model. The specific process is as follows: 

(1) Recovery some nodes. This paper takes strategies (see Section 2.2) to recovery some nodes 
against the disruptions. The other affected nodes will be failed and trigger the disruption propa-
gation. 
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(2) Cascading failure. After a node fails, the effect of neighbour nodes is related to the closeness of 
it. If node 𝑖𝑖 fails at time 𝑡𝑡, its upstream and downstream neighbor nodes will be affected and the 
load of neighbor node 𝑗𝑗  reduces to 𝐿𝐿𝑗𝑗𝑡𝑡+1 = 𝐿𝐿𝑗𝑗𝑡𝑡 − ∆𝐿𝐿𝑖𝑖𝑖𝑖𝑡𝑡+1 , where ∆𝐿𝐿𝑖𝑖𝑖𝑖𝑡𝑡+1 = min�𝛿𝛿𝑖𝑖𝑖𝑖𝐿𝐿𝑖𝑖𝑡𝑡,𝐿𝐿𝑗𝑗𝑡𝑡�.  𝛿𝛿𝑖𝑖𝑖𝑖  is the 
strength of relationship between the nodes 𝑖𝑖 and 𝑗𝑗, where 𝛿𝛿𝑖𝑖𝑖𝑖 = 𝑊𝑊𝑖𝑖𝑖𝑖

∑ 𝑊𝑊𝑖𝑖𝑖𝑖𝑗𝑗∈Γ𝑖𝑖(𝑜𝑜𝑜𝑜𝑜𝑜)
, Γ𝑖𝑖(𝑜𝑜𝑜𝑜𝑜𝑜) refers to the 

set of downstream neighbour nodes of node 𝑖𝑖, 𝑊𝑊𝑖𝑖𝑖𝑖 = (𝐿𝐿𝑖𝑖0𝐿𝐿𝑗𝑗0)𝜏𝜏 and 𝜏𝜏 is a constant. The effect on the 
upstream nodes is the same as that on the downstream nodes. 
(3) Adjusting business relationships. After the cascading effect occurs, there are two strategies for 
the upstream and downstream neighbour nodes to adjust business relationships. One is to 
strengthen the existing business relationships [15, 17, 19], and the other is to establish new busi-
ness relationships with the competing nodes of the failed nodes with a certain probability [13, 
17]. For example, if a node 𝑖𝑖 fails which supplying node 𝑗𝑗, the node 𝑗𝑗 hopes to establish new con-
nections with node 𝑘𝑘 which competing with node 𝑖𝑖. Considering its own load, node 𝑘𝑘 will establish 
a new relationship with node 𝑗𝑗 with a certain probability 𝑃𝑃𝑡𝑡. Then the load of node 𝑗𝑗 changes to 
𝐿𝐿𝑗𝑗𝑡𝑡+2 = 𝐿𝐿𝑗𝑗𝑡𝑡+1 + ∑ ∆𝐿𝐿𝑘𝑘𝑘𝑘𝑡𝑡+2𝑘𝑘∈Γ𝑗𝑗(𝑖𝑖𝑖𝑖) + ∑ 𝑀𝑀𝑗𝑗∆𝐿𝐿𝑘𝑘𝑘𝑘𝑡𝑡+2𝑘𝑘∈Γ𝑖𝑖 , where ∆𝐿𝐿𝑘𝑘𝑘𝑘𝑡𝑡+2  denotes the increase of load after 
node 𝑗𝑗 strengthens the existing business relationships with node 𝑘𝑘 or establishes a new relation-
ship with node 𝑘𝑘, 𝛤𝛤𝑗𝑗(𝑖𝑖𝑖𝑖) refers to the set of upstream neighbour nodes of node 𝑗𝑗, Γ𝑖𝑖  refers to the set 
of the competing nodes of node 𝑖𝑖, and 𝑀𝑀𝑗𝑗 ∈ {0,1}. A random number 𝑅𝑅 in range (0, 1) is generated 
to compare with 𝑃𝑃𝑡𝑡. If 𝑅𝑅 > 𝑃𝑃𝑡𝑡 , 𝑀𝑀𝑗𝑗 = 1 that is establishing a new relationship. Otherwise, 𝑀𝑀𝑗𝑗 = 0. 
When the downstream node 𝑖𝑖  of node 𝑗𝑗  fail, the load of node 𝑗𝑗  changes to 𝐿𝐿𝑗𝑗𝑡𝑡+2 = 𝐿𝐿𝑗𝑗𝑡𝑡+1 +
∑ ∆𝐿𝐿𝑗𝑗𝑗𝑗𝑡𝑡+2𝑘𝑘∈Γ𝑗𝑗(𝑜𝑜𝑜𝑜𝑜𝑜) + ∑ 𝑀𝑀𝑗𝑗∆𝐿𝐿𝑗𝑗𝑗𝑗𝑡𝑡+2𝑘𝑘∈Γ𝑖𝑖 , 𝛤𝛤𝑗𝑗(𝑜𝑜𝑜𝑜𝑜𝑜) refers to the set of downstream neighbor nodes of node 𝑗𝑗, 
and the other process is the same as the upstream node failure of node 𝑗𝑗. 

If the load of node 𝑗𝑗 at time 𝑡𝑡 + 2 is less than the lower limit of node load capacity, that is, 
𝐿𝐿𝑗𝑗𝑡𝑡+2 < 𝐶𝐶𝑗𝑗(𝑚𝑚𝑚𝑚𝑚𝑚), node 𝑗𝑗 also fails and affects its neighbor nodes. We loop Stages 2–3 until no node 
failures occur. 

3. Example application 
3.1 Supply chain network and competition networks 

This paper constructs two directed supply chain networks for simulation analysis including a real-
world supply chain network with 37 nodes according to literature [32] and a scale-free network 
with 1000 nodes. The first network includes 11 suppliers, 3 factories, 5 warehouses and 18 mar-
kets and the second network includes 375 suppliers, 18 manufacturers, 16 wholesalers and 591 
retailers as shown in Fig. 4. The competition network is constructed for the above two networks, 
in which the competition network is undirected. 

Market

Supplier

Warehouse

Factory

Retailer

Supplier

Manufacturer

Wholesaler  
Fig. 4 Visualization of the network 
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𝐺𝐺𝑟𝑟(𝑉𝑉,𝐸𝐸) denotes the real-world supply chain network and 𝐺𝐺𝑠𝑠(𝑉𝑉,𝐸𝐸) denotes the synthetic sup-
ply chain network. Competition network of the real-world supply chain network is denoted by 
𝐺𝐺𝑟𝑟′(𝑉𝑉,𝐸𝐸) and competition network of the synthetic supply chain network is denoted by 𝐺𝐺𝑠𝑠′(𝑉𝑉,𝐸𝐸). 
𝑣𝑣𝑖𝑖 ∈ 𝑉𝑉 denotes the node 𝑖𝑖 in the network and 𝑒𝑒𝑖𝑖𝑖𝑖 ∈ (𝐺𝐺𝑟𝑟 ∪ 𝐺𝐺𝑠𝑠) represents the directed edge from 𝑣𝑣𝑖𝑖 
to 𝑣𝑣𝑗𝑗 , indicating that 𝑣𝑣𝑖𝑖  is a supplier of 𝑣𝑣𝑗𝑗 . 𝑒𝑒𝑖𝑖𝑖𝑖′ ∈ (𝐺𝐺𝑟𝑟′ ∪ 𝐺𝐺𝑠𝑠′) represents the undirected edge be-
tween 𝑣𝑣𝑖𝑖 and 𝑣𝑣𝑗𝑗, indicating that 𝑣𝑣𝑖𝑖 and 𝑣𝑣𝑗𝑗 are competitive. 

3.2 Performances of memetic algorithm 

In this section, the initial population size is set to 30. We simulate the supply chain network resil-
ience under different recovery resources and disruption scenarios. According to Fig. 5(a-c), when 
the recovery resource is set to 50, the supply chain network resilience becomes smaller as the 
number of nodes removal increases. According to Fig. 5(d-f), when the number of nodes removal 
is set to 50, the supply chain network resilience becomes larger as the recovery resource in-
creases. The above six simulations all show that with the increase of iterations, the results tend to 
be stable which verifies the effectiveness of the memetic algorithm. 

As shown in Fig. 5, in most cases, the convergence results obtained by memetic algorithm are 
similar to those obtained by genetic algorithm, but the convergence speed and initial value of me-
metic algorithm are better than those of memetic algorithm. This indicates that the memetic algo-
rithm converges faster and can achieve the optimal result through fewer iterations. 

(a) (b) (c)

(d) (e) (f)

Recovery resource=50 The number of nodes removal=20 Recovery resource=50 The number of nodes removal=60 Recovery resource=50 The number of nodes removal=100

The number of nodes removal=50 Recovery resource=100 The number of nodes removal=50 Recovery resource=200 The number of nodes removal=50 Recovery resource=300 

RN RN RN

RN RN RN

Iteration number Iteration number Iteration number

Iteration numberIteration numberIteration number

GA
MA

GA
MA

GA
MA

GA
MA

GA
MA

GA
MA

 
Fig. 5 The relationship between 𝑅𝑅𝑅𝑅 and iteration number 

3.3 The relationship between network resilience and recovery resources 

Fig. 6(a-c) shows the change of the synthetic supply chain network resilience with the increase of 
the recovery resources against different nodes removal. Fig. 6(d-f) shows the change of the real-
world supply chain network resilience with the increase of the recovery resources against differ-
ent nodes removal. It can be seen that although the change rules of the supply chain network re-
silience with different structures are not exactly the same, they all conform to the trend that the 
network resilience increases slowly with the increase of recovery resources. When 𝐶𝐶𝑅𝑅 = 0, 𝑅𝑅𝑅𝑅 =
926, when 𝐶𝐶𝑅𝑅 = 50, 𝑅𝑅𝑅𝑅 = 943, and ∆𝑅𝑅𝑅𝑅 = 17.When 𝐶𝐶𝑅𝑅 = 100, 𝑅𝑅𝑅𝑅 = 952 and ∆𝑅𝑅𝑅𝑅 = 9. These 
results suggest that the relationship between network resilience and recovery resources also pre-
sents the characteristics of diminishing marginal utility. When the recovery resources are gradu-
ally increased, the increase of network resilience becomes slower. If the supply chain network is 
fully restored, it needs large amount of recovery resources. 

As shown in Fig. 6(a-c), 𝑅𝑅𝑅𝑅 = 926 when the number of nodes removal is 50 and 𝐶𝐶𝑅𝑅 = 0. 𝑅𝑅𝑅𝑅 =
685 when the number of nodes removal is 100 and 𝐶𝐶𝑅𝑅 = 0. 𝑅𝑅𝑅𝑅 = 13 when the number of nodes 
removal is 150 and 𝐶𝐶𝑅𝑅 = 0. The results indicate that if we don’t take any recovery resources, the 
supply chain network resilience drops dramatically with the increase of the number of nodes re-
moval. Therefore, the importance of recovery strategies under large-scale unexpected events is 
much higher than that under small-scale unexpected events. When a large-scale unexpected event 
occurs, effective recovery strategies can reduce the possibility of supply chain network crash. 
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Fig. 6 The relationship between network resilience and recovery resources 

4. Comparison of different recovery strategies 
We compare the different recovery strategies, including strategies by memetic algorithm (strat-
egy 1), according to the ascending order of the load of failure node (strategy 2), according to the 
descending order of the load of failure node (strategy 3), according to the ascending order of the 
node degree (strategy 4), according to the descending order of the node degree (strategy 5). As 
shown in Fig. 7, the recovery strategy obtained by using the memetic algorithm is always superior 
to other strategies, and the advantage tends to be obvious with the increase of the number of 
nodes removal. 

According to the simulation results, the recovery strategy obtained through the memetic algo-
rithm is closer to that according to the ascending order when the number of nodes removal is 
small. For example, when the number of nodes removal is 20, 𝑅𝑅𝑅𝑅 = 968 obtained by strategy 1; 
𝑅𝑅𝑅𝑅 = 968 obtained by strategy 2; 𝑅𝑅𝑅𝑅 = 956 obtained by strategy 3; 𝑅𝑅𝑅𝑅 = 964 obtained by strat-
egy 4; 𝑅𝑅𝑅𝑅 = 956 obtained by strategy 5. The results indicate that priority will be given to recover 
small-scale enterprises when the number of attacked enterprises is small.  

However, the recovery strategies according to the ascending order no longer have an ad-
vantage when the number of nodes removal becomes larger. For example, as shown in Fig. 7(b), 
when the number of nodes removal is 120, 𝑅𝑅𝑅𝑅 = 895 obtained by strategy 1; 𝑅𝑅𝑅𝑅 = 384 obtained 
by strategy 2; 𝑅𝑅𝑅𝑅 = 531 obtained by strategy 3; 𝑅𝑅𝑅𝑅 = 92 obtained by strategy 4; 𝑅𝑅𝑅𝑅 = 188 ob-
tained by strategy 5. The results indicate that the recovery strategy obtained by memetic algo-
rithm has greater advantage, and the recovery strategies based on the node degree have the worst 
resilience. 

Synthetic network    Recovery resource=50 Synthetic network    Recovery resource=200

Real-world  network    Recovery resource=50 Real-world  network    Recovery resource=80

RN RN

RN RN

The number of nodes removal The number of nodes removal

The number of nodes removal The number of nodes removal

Ascending of the load
Descending of the load

Ascending of the degree
Descending of the degree

Memetic algorithm

Ascending of the load
Descending of the load

Ascending of the degree
Descending of the degree

Memetic algorithm

Ascending of the load
Descending of the load

Ascending of the degree
Descending of the degree

Memetic algorithm

Ascending of the load
Descending of the load

Ascending of the degree
Descending of the degree

Memetic algorithm

Fig. 7 Comparison of different recovery strategies 
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As shown in Fig. 7, when the number of nodes removal is 120 and the recovery resource is 200, 
The order of 𝑅𝑅𝑅𝑅 under different recovery strategies is that the memetic algorithm is better than 
the algorithm according to the order of the load of failure node, and the algorithm according to 
the order of the load of failure node is better than that of the degree of failure node. The restored 
nodes of different recovery strategies as shown in Table 1. The recovery strategy obtained by me-
metic algorithm can recover all kinds of enterprises in the supply chain network. The above re-
sults suggest that when a large number of nodes are removed, the strategies of recovery small-
scale enterprises first and large-scale enterprises first are not optimal. The optimal strategy is to 
comprehensively analyse the characteristics of the business scale and supply-demand relation-
ships of the disrupted enterprises, and to recover all kinds of enterprises in the supply chain net-
work in a balanced way. 

Table 1 Comparison of different recovery strategies 
𝐶𝐶𝑅𝑅  The number 

 of nodes 
 removal 

 Recovery strategies The characteristic of restored nodes 
Num-

ber S:M:W:R S (%) M (%) W (%) R (%) 

200  120 

 Memetic algorithm 44 16:0:1:27 31.4 0 50 42.9 
 Genetic algorithm 46 15:2:2:27 29.4 50 100 42.9 
 The ascending order of the load 62 14:2:1:45 27 50 50 71.4 
 The descending order of the load 6 5:0:0:1 9.8 0 0 1.5 
 Ascending order of the node degree 40 8:0:0:32 15.7 0 0 50.8 
 Descending order of the node degree 9 5:2:2:0 9.8 50 100 0 

Note: S:M:W:R refers to the ratio of the number of restored nodes of suppliers, manufacturers, wholesalers and retailers; S refers to 
the proportion of restored supplier nodes to disrupted supplier nodes; M refers to the proportion of restored manufacturer nodes to 
disrupted manufacturer node; W refers to the proportion of restored wholesaler nodes to disrupted wholesaler node; R refers to the 
proportion of restored retailer nodes to disrupted retailer node. 

5. Conclusion 

We innovatively construct the disruption propagation model considering the recovery strategy 
based on the characteristics of the competitiveness, time delay and underload cascading failure in 
the supply chain network. This model uses the memetic algorithm to determine the set of recovery 
nodes among all disruption nodes, which can minimize the impact of disruption propagation. The 
conclusions are as follows: 

• The relationship between network resilience and recovery resources presents the charac-
teristics of diminishing marginal utility. When the recovery resources are gradually in-
creased, the increase of network resilience becomes slower. If the supply chain network is 
fully restored, it needs large amount of recovery resources. 

• The recovery strategy obtained by memetic algorithm has greater advantage compared 
with other recovery strategies. What’s more, the advantage tends to be obvious with the 
increase of the number of attacked enterprises. 

• The priority will be given to recover small-scale enterprises when the number of attacked 
enterprises is small with a certain amount of recovery resources. However, this strategy no 
longer has an advantage when the number of attacked enterprises becomes larger. The 
strategy of recovery suppliers first is better than that of recovery retailers, but the optimal 
strategy is to comprehensively analyse the characteristics of the business scale and supply-
demand relationships of the disrupted enterprises, and to recover all kinds of enterprises 
in the supply chain network in a balanced way. 
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[26] Cardoso, S.R., Barbosa-Póvoa, A.P., Relvas, S., Novais, A.Q. (2015). Resilience metrics in the assessment of complex 
supply-chains performance operating under demand uncertainty, Omega, Vol. 56, 53-73, doi: 10.1016/j.omega. 
2015.03.008. 

[27] Zhao, K., Kumar, A., Harrison, T.P., Yen, J. (2011). Analyzing the resilience of complex supply network topologies against 

https://doi.org/10.1016/j.ejor.2014.02.023
https://doi.org/10.14743/apem2021.1.381
https://doi.org/10.14743/apem2021.1.381
https://doi.org/10.1080/00207543.2020.1750727
https://doi.org/10.4031/MTSJ.55.5.5
https://doi.org/10.33168/JSMS.2019.0301
https://doi.org/10.14743/apem2022.1.421
https://doi.org/10.24818/18423264/55.2.21.11
https://doi.org/10.33168/LISS.2022.0320
https://doi.org/10.1016/j.physa.2017.04.086
https://doi.org/10.24818/18423264/56.1.22.18
https://doi.org/10.24818/18423264/56.1.22.18
https://doi.org/10.1080/00207543.2014.917769
https://doi.org/10.1080/00207543.2014.917769
https://doi.org/10.1111/deci.12099
https://doi.org/10.1109/JSYST.2016.2596999
https://doi.org/10.1073/pnas.082090499
https://doi.org/10.1016/j.physa.2021.126611
https://doi.org/10.1016/j.physa.2021.126611
https://doi.org/10.1016/j.physa.2019.122061
https://doi.org/10.1007/s11071-018-4135-z
https://doi.org/10.1080/00207543.2017.1330572
https://doi.org/10.1016/j.physa.2016.06.058
https://doi.org/10.1016/j.physa.2014.08.040
https://doi.org/10.1016/j.physa.2014.08.040
https://doi.org/10.1103/PhysRevE.69.045104
https://doi.org/10.1103/PhysRevE.66.065102
https://doi.org/10.1016/j.jom.2014.10.006
https://doi.org/10.1007/s12351-021-00644-3
https://doi.org/10.1007/s12351-021-00644-3
https://doi.org/10.1016/j.ijpe.2020.107693
https://doi.org/10.1016/j.omega.2015.03.008
https://doi.org/10.1016/j.omega.2015.03.008


Li, Zhao, Wang, Mi 
 

30 Advances in Production Engineering & Management 19(1) 2024 
 

random and targeted disruptions, IEEE Systems Journal, Vol. 5, No. 1, 28-39, doi: 10.1109/JSYST.2010.2100192. 
[28] Zhao, K., Scheibe, K., Blackhurst, J., Kumar, A. (2019). Supply chain network robustness against disruptions: 

topological analysis, measurement, and optimization, IEEE Transactions on Engineering Management, Vol. 66, No. 
1, 127-139, doi: 10.1109/Tem.2018.2808331. 

[29] Brintrup, A., Ledwoch, A. (2018). Supply network science: Emergence of a new perspective on a classical field, 
Chaos, Vol. 28, No. 3, Article No. 033120, doi: 10.1063/1.5010766. 

[30] Hasani, A., Khosrojerdi, A. (2016). Robust global supply chain network design under disruption and uncertainty 
considering resilience strategies: A parallel memetic algorithm for a real-life case study, Transportation Research 
Part E: Logistics and Transportation Review, Vol. 87, 20-52, doi: 10.1016/j.tre.2015.12.009. 

[31] Hasani, A., Zegordi, S.H., Nikbakhsh, E. (2015). Robust closed-loop global supply chain network design under 
uncertainty: The case of the medical device industry, International Journal of Production Research, Vol. 53, No. 5, 
1596-1624, doi: 10.1080/00207543.2014.965349. 

[32] Yang, Q., Scoglio, C.M., Gruenbacher, D.M. (2021). Robustness of supply chain networks against underload 
cascading failures, Physica A: Statistical Mechanics and its Applications, Vol. 563, Article No. 125466, doi: 
10.1016/j.physa.2020.125466. 

 
 

https://doi.org/10.1109/JSYST.2010.2100192
https://doi.org/10.1109/Tem.2018.2808331
https://doi.org/10.1063/1.5010766
https://doi.org/10.1016/j.tre.2015.12.009
https://doi.org/10.1080/00207543.2014.965349
https://doi.org/10.1016/j.physa.2020.125466
https://doi.org/10.1016/j.physa.2020.125466

